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Executive summary

As businesses rely more on technology and amass larger stores of data, protecting customer information has become increasingly important to maintaining a secure and trusted financial services system.

However, technology-driven innovations – from digitization and application programming interfaces (APIs) to robotics and biometrics – are expanding the amount of customer data at risk as well as enabling more sophisticated cyber-attacks.

The financial services system faces challenges, both internal and external, in managing innovation-driven cyber-risk. Internally, challenges around technology and expertise; externally, challenges around coordination with regulators and across the industry.

The solutions described in this report were developed using a rigorous three-stage process to identify cyber-risk challenges, and to design and prioritize solutions. They are based on extensive research, interviews with more than 30 subject matter experts, and the project Steering Committee and Working Group meetings.

Of the 19 solutions identified to address innovation-driven cyber-risk to customer data, two have been prioritized for further action by the World Economic Forum project team. The 17 additional solutions are strongly recommended for consideration by actors across the financial services system.

- **Cyber-risk measurement**: Advanced approaches and standardized measures for cyber-risk quantification are needed to improve the understanding and comparability of cyber metrics and help organizations maximize the return on their investments.

- **Cybersecurity assessment**: Enhanced cybersecurity guidance and assessment mechanisms, including common principles for cybersecurity assessments, a point-based scoring mechanism and practical steps for improvement, will allow companies to evaluate and improve their cybersecurity readiness.

This document builds on the Balancing Financial Stability, Innovation and Economic Growth white paper published in June 2017, which identified the following findings:

1. Major innovation-driven change is coming to financial services. Firms are increasingly competing or partnering at different points along the financial services value chain to take advantage of unmet customer needs, less efficient cost structures, high capital usage and attractive returns.

2. These changes can bring enormous benefits to the financial services system, including improved customer experience, better risk management, greater efficiency for incumbent industry participants and new value creators.

3. Managing some systemic risks introduced by this wave of innovation poses challenges. In particular, cyber-risk was identified as perhaps the single most important risk to the current financial services system.

4. The financial services system would benefit from certain tools to achieve greater enablement and risk management, such as an improved mechanism for public private cooperation to prevent cyber-attacks.

The framework described in this white paper provides a toolkit to identify cyber-risk management improvements in an innovative and fast-changing environment through public-private partnerships. In addition, the identified solutions offer concrete examples of how the framework can be applied in practice.
A rigorous three-stage process was used to identify innovation-driven cyber-risk challenges, and to design and prioritize solutions. The solutions described in this document are based on extensive research, interviews with more than 30 subject matter experts, and the project Working Group and Steering Committee meetings.

Stage 1: Identifying challenges. The starting point was a forward-looking set of innovations with potential to transform the financial services system’s cyber-attack surface. These innovations were evaluated for their impact on cyber-risk through interviews with more than 30 subject matter experts.

Stage 2: Designing solutions. Based on this impact assessment, the solution space was designed as a matrix of cyber-risk management lifecycle stages and implementation mechanisms. The cyber-risk management lifecycle stages are based on the National Institute of Standards and Technology (NIST) framework, and address how companies can understand their cyber-risks, protect their attack surfaces and recover after a cyber-attack. The implementation mechanisms focus on how solutions would be operationalized, whether through principles, regulation, partnerships, or outsourcing. For each intersection not covered by existing industry initiatives, innovative solutions were identified through research, interviews, comparison to other industries and adaptation of existing solutions.

Stage 3: Prioritizing solutions. Prioritization criteria were then applied by the project Steering Committee and Working Group to filter the solutions and ultimately derive a set of two concrete and actionable initiatives best suited for action through the World Economic Forum platform.

Figure 1: Approach to identifying a prioritized set of cyber-risk solutions

Cyber risk is a large and rapidly expanding subject, of critical importance to the financial system. The way forward involves breaking cyber risk down into more granular components, and developing practical risk management practices and solutions at that granular level. This report offers a solid step in that direction.

Stephen S. Poloz, Governor of the Bank of Canada
Stage 1: Identifying challenges

The financial services system faces three main challenges in protecting customer data from innovation-driven cyber-risk.
1. Innovation is increasing cyber-risk to customer data
2. Financial services firms face specific challenges in managing cyber-risk
3. Strategic, innovative, multistakeholder solutions are needed to address fast-changing cyber-threats

Innovation is increasing cyber-risk to customer data

Innovation is having a transformative effect on financial services. Companies are innovating faster in an effort to transform customer experience, and improve efficiency and effectiveness.

Technological advancements continue to build on each other, and are available to a broader audience to address increasingly complicated problems. In addition, increased interactions with innovative technologies have desensitized customers and workers to sound data security practices.

Technology-driven innovations, as shown in Figure 2, have the potential to increase cyber-risk to data in several ways:

- **Collection of data**: Innovations around the Internet of Things incentivize and facilitate the collection of large amounts of data. Growth in the volume, variety and concentration of data may increase its value as a target for cyber-attacks.
- **Sharing of data**: Innovations around open API/microservices enable companies to transfer and share data more easily. Increasing the interconnectedness and velocity of data increases vulnerabilities by widening the attack surface, often to include less sophisticated actors.
- **Attack sophistication**: Innovations like artificial intelligence and machine learning support the development of more sophisticated cyber-attack capabilities. Increasing sophistication of attack capabilities also changes and intensifies the potential impact on data (e.g., manipulation of data, weaponization of data). Commodities of scale and the growing ubiquity of modular tools may also remove barriers for less sophisticated actors to perform malicious acts.

More than ever before we see the intersection of technology, innovation and business generating both opportunities and risks. This report highlights possible solutions, including the need for a coordinated, collaborative approach across multiple industries and government to address systemic issues.

Gavin Patterson, Chief Executive Officer, BT Group, United Kingdom

---

The amount of Internet of Things devices connected to IP networks will be three times as high as the global population in 2021.1

The direct cost from cyber-security breaches can be expected to grow from $1.7 billion in 2015 to more than $6.8 billion by 2020.2

---

Digitization of customer information allows for housing all relevant information about a customer, including contracts and addresses. Digital interface with the customer allows for accelerated information exchange and facilitation of various processes.

Publicly available application programming interface that provides developers with programmatic access to a proprietary software application or web service; architectural style that structures an application as a collection of loosely coupled services.

Network of internet-connected objects able to collect and exchange data using embedded sensors, including autonomous/unmanned vehicles that can collect and distribute information.

Includes network of remote servers hosted on the internet to store, manage and process data, rather than a local server or personal computer, as well as systems based on quantum effects, devices created using mobile components and/or optimization through performing data processing at the edge of the network (e.g. technologies that reduce timing dependencies when transferring data).

Software solutions that act as a virtual workforce to automate processes that are routine, repetitive, or rule-based.

Statistics and modeling used to determine future performance based on current and historical data, including the ability to aggregate data from a variety of different sources.

A database that is consensually shared and synchronized across networks spread across multiple sites, institutions, or geographies, allowing transactions to have public "witnesses".

Identity authentication through use of unique physical or behavioural characteristics, such as facial recognition, fingerprints, voice recognition, or unique digital identifiers.

Advanced encryption methods, such as zero knowledge proofs and tokenization of data, which disguise data in a more secure form.
Financial services firms face specific challenges in managing cyber-risk

Technology

Cybersecurity professionals face structural disadvantages compared to cyber-attackers. Given the speed of innovation, it can be easier to leverage new technologies to attack a system than to protect an expanding attack surface. Many companies, particularly incumbents, also have legacy systems that may be more vulnerable to cyber-attack. Newer is not always better, however, as organizations can also face challenges around ensuring the security of new software programmes, particularly those created by third parties.

Expertise

Effective cyber-risk management requires both technical and operational expertise across all levels of an organization. However, management and boards currently have limited tools to assess and quantify cyber-risk. This applies equally to the third parties the organization relies on to deliver its services. There is also an insufficient supply of cybersecurity talent compared to growing demand for skilled workers, as well as a limited number of high-quality training programmes. Finally, customers have limited awareness of cybersecurity best practices and often fail to meet basic standards.

Oversight

Given the accelerating pace of innovation, there will necessarily be a lag in the ability of regulators to respond to technical and industry dynamics. While it is unrealistic for regulation to fully keep up with new technologies, the existing fragmentation of regulatory authority poses significant challenges for the financial services system. Beyond fragmentation, there are also gaps that exist in the oversight of non-incumbents and third parties with access to customer data. This is particularly important as customers and employees become more comfortable with new technologies, and desensitized to sound data security processes.

Collaboration

There has been a proliferation of cybersecurity frameworks and industry-led initiatives; however, most are uncoordinated and inconsistent. This may be partially driven by the fact that some companies may see cybersecurity as a competitive advantage. Many companies, particularly multinationals, must also consider the geopolitical implications of their cybersecurity decisions, which may limit cooperation.

Strategic, innovative, multistakeholder solutions are needed to address fast changing cyber-threats

Cyber-risk is not just a technology problem. Customer data plays an increasing role in the overall strategy for financial services companies, and data security requires a wide range of capabilities, people and processes. This paper therefore focuses on solutions that are strategic in nature, rather than purely technical.

Innovation creates opportunities, but it also poses risks. In many cases, it may be difficult to counter risks without leveraging new technologies to do so. For example, artificial intelligence can be used to increase the effectiveness of cyber-attack protections, including real-time learning against new threats. However, the same artificial intelligence tools can also be used by cyber-attackers themselves. Where possible, this paper also focuses on solutions that leverage the same innovations that may drive new cyber-risks.

Finally, given that many of the key cyber-risk challenges to financial services involve effective collaboration, it is logical that solutions will require the cooperation and resources of multiple actors. Incumbent banks and insurers must tackle the challenges of their legacy architecture and safely manage the shift towards working with new partners. New entrants, including technology firms and fintechs, must ensure they are adhering to cyber-security standards and making needed investments. Finally, supervisors and regulators must keep up with the pace of change, design effective regulation, and act as a point of communication with the private sector. The solutions considered leverage collaboration within and between public- and private-sector stakeholders, including joint industry initiatives and public-private partnerships.

"The digital revolution impacting so many industries is reshaping how people all over the world shop, bank and invest. As the payment environment grows ever more complex and interconnected, security and trust are more important than ever. Malicious actors see this new world as a world full of opportunity; whereas we see it as our responsibility to stay ahead of cybercrime and protect our consumers, banks and merchants."

Ellen Richey, Vice-Chairman and Chief Risk Officer, Visa, USA
Given the nature of the cyber-risk challenges described in the previous section, solutions needed to incentivize collaboration, either within or across the public and private sectors, and be distinct from existing initiatives. Solutions also needed to be sustainable, and propose blueprint directives and standards rather than specific and prescriptive technical innovations.

**Solution dimensions**

Solutions were dimensioned using the cyber-risk management lifecycle and across several implementation mechanisms.

The NIST framework was leveraged for the cyber-risk management lifecycle stages: identification, protection of the attack surface, and response and recovery. Identification focuses on how an organization understands its cyber-risks and prioritizes its risk-management efforts. Protection addresses the ability of an organization to limit or contain the impact of a potential cybersecurity event. Finally, response and recovery covers the ability of an organization to contain a cybersecurity event and return to normal operations.

Implementation mechanisms were divided into four approaches: principles, where institutions agree to abide by certain security principles; regulation, where regulators impose industry standards; partnership, where institutions contribute resources toward common solutions; and outsourcing, where services are provided through the use of a mandatory, independent third party.

**Cyber-risk solutions**

Nineteen solutions were designed within nine categories as shown in Figure 4. Additional detail on each solution, including the challenge it was developed to address, can be found in the appendix.

There are several areas of the solution set where solutions are not identified. This is for one of two reasons: either there are existing solutions for this area, or the area should be addressed through a different implementation mechanism.

"At the core of cybersecurity is a culture of cyber-risk awareness. Cyber-risk awareness should pervade every aspect of an organization – its people, its processes and its technology."

Benoît Cœuré, Member of the Executive Board, European Central Bank, Frankfurt
Figure 4: Cyber-risk solution categories

Cyber-risk management life cycle

<table>
<thead>
<tr>
<th>Identification</th>
<th>Protection of the attack surface</th>
<th>Response and recovery</th>
</tr>
</thead>
<tbody>
<tr>
<td>Data users</td>
<td>IT Defenses</td>
<td>Individuals</td>
</tr>
</tbody>
</table>

Implementation mechanism

- **Principles**
  - Institutions agree to abide by certain security principles

- **Regulation**
  - Regulatory imposition of industry standards
  - Regulation of innovation process
  - System architecture redesign
  - Technical investment and transparency
  - Data management improvements
  - Containment and recovery procedures

- **Partnership**
  - Institutions contribute resources toward common solutions
  - Threat information sharing
  - Collaborative industry capabilities
  - Contingent recovery arrangements

- **Outsourcing**
  - Services are provided through the use of a mandatory, independent third party
  - Centralized industry utilities

Solution category | Existing (local) solutions | Addressed through different implementation mechanism
Stage 3: Prioritizing solutions

A rigorous set of criteria was used to evaluate and prioritize each of the nineteen solutions. Leveraging this assessment, two solutions were recommended for further action by the World Economic Forum project team. These solutions, cyber-risk metrics and a cybersecurity assessment, are described in detail on the following pages. Impact and feasibility considerations for each of the 19 solutions can also be found in the appendix. These solutions are strongly recommended for consideration by other actors across the financial services system.

Prioritization approach

Each solution was evaluated based on the criteria described in Figure 5: the impact of the solution on innovation-driven cyber-risk, and the feasibility of implementing the solution.

Impact criteria focused on likelihood and severity, as represented in the ability of the solution to reduce the probability or potential consequences of a cyber-attack to customer data. How much the solution would address “innovation-driven” cyber-risk, as opposed to overall cyber-risk resilience, was used as a third standard. Finally, uniqueness was used as a way to identify solutions that have not yet been adopted in financial services and could have an outsized impact.

Feasibility criteria focused on design and implementation considerations, including the ability to overcome obstacles and drive adoption of the solution. Return on investment (e.g. cost-benefit) of the solution was also considered, as well as the ability to tailor the solution to different types of financial services institutions. The effects the solution could have on the pace of future financial services innovations was used as a final standard.

Figure 5: Solution assessment criteria

<table>
<thead>
<tr>
<th>Cyber-risk impact</th>
</tr>
</thead>
<tbody>
<tr>
<td>1. <strong>Likelihood</strong>: The degree to which the solution reduces the probability/frequency of a cyber-attack to customer data for the system</td>
</tr>
<tr>
<td>2. <strong>Severity</strong>: The degree to which the solution reduces the potential consequences of a cyber-attack on customer data for the system</td>
</tr>
<tr>
<td>3. <strong>Link to innovation</strong>: The degree to which the solution addresses “innovation-driven cyber-risk” versus general system resilience</td>
</tr>
<tr>
<td>4. <strong>Uniqueness</strong>: The degree to which the solution differs from solutions/initiatives already being pursued in the financial services industry</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Solution feasibility</th>
</tr>
</thead>
<tbody>
<tr>
<td>1. <strong>Design and implementation</strong>: The degree of ease in obtaining consensus or overcoming obstacles to drive adoption of the solution</td>
</tr>
<tr>
<td>2. <strong>Cost-benefit</strong>: The degree to which the monetary investment is outweighed by gains in cybersecurity</td>
</tr>
<tr>
<td>3. <strong>Applicability</strong>: The degree to which the solution can be effectively tailored to different types of financial services institutions</td>
</tr>
<tr>
<td>4. <strong>Pace of innovation</strong>: The degree to which a solution minimizes obstacles to innovations in financial services</td>
</tr>
</tbody>
</table>
Solution 1: Cyber-risk metrics

The financial services industry currently struggles to effectively quantify cyber-risk. Compared to more mature disciplines like market and credit risk, approaches to estimate cyber-risk are less well-developed. This includes metrics for internal use, as well as external-facing metrics that are shared with regulators or with the public. Limited data also contributes to the challenge of accurately estimating the likelihood of a cyber-attack and the magnitude of an associated loss.

The impact of these limitations is that most cyber-risk metrics used today are not standardized, are difficult to understand and interpret, and fail to realize a core purpose: helping management and boards understand their cyber-risk exposure and loss potential in terms specific to their enterprise, their customers and the threat landscape.4

Advanced and standardized measures for cyber-risk quantification would help organizations to define their cyber-risk appetite and guide their cybersecurity investment decisions accordingly. Enhanced cyber-risk metrics would also support innovation by allowing firms to develop more accurate risk-based controls, including cyber-risk controls, for new technologies and processes.

Key benefits
- **Risk appetite definition:** Improved ability for companies to make an informed choice regarding the level of cyber-risk to customer data they are willing to accept, particularly for new innovations
- **Cybersecurity investment:** Enhanced capacity to calculate the return on cyber-risk investments
- **Comparability across industry:** Supports both companies and regulators in comparing cyber-risk across companies
- **Legacy system evaluation:** Ability to more accurately evaluate the risk of legacy technology systems and determine whether they should be replaced
- **Cyber insurance:** Opportunity for insurers to expand cyber insurance market and to incentivize companies to invest in cybersecurity through risk-based policies

Next steps

A joint industry venture could develop a preliminary set of metrics. Where possible, this could leverage existing control frameworks, such as NIST.

Over time, enhanced metrics could also be used to support public-private collaboration, if regulators and companies can work together to agree on risk-based, rather than compliance-focused, metrics.

4. The challenges boards face in providing cyber-risk oversight are further described in a recent report by the World Economic Forum, “Advancing Cyber Resilience: Principles and Tools for Boards”.

Solution 2: Cybersecurity assessment

Given the proliferation of cybersecurity regulations and frameworks, it can be difficult for companies to evaluate and improve their cybersecurity readiness. This is most challenging for fintechs with constrained resources and pressure to quickly bring their offerings to market; however, it also affects incumbents who may wish to partner with them.

The development of cybersecurity guidance and assessment mechanisms for fintechs would help incumbents and challengers to better identify and adopt best practices. The proposed solution would include three parts: common principles for cybersecurity assessments and guidance for execution; a point-based scoring mechanism using the assessment criteria; and guidance on practical steps to improve an organization’s score.

Key benefits
- **Third-party risk evaluation:** Common understanding and comparable measurement of the risk faced by third-party providers and counterparties
- **Actionable solutions:** Clear and actionable mechanism for companies to improve cyber-posture (e.g. SWIFT Customer Security Program)
- **Increased cybersecurity standards:** De-risking of the broader system by raising standards across the board, including both technical and operational security
- **Enhanced innovation:** Focus on early-stage cybersecurity leading to more secure products that are more easily integrated into the broader financial services system
- **Cybersecurity by design:** Equal balance in commitment to cyber resilience and advancing the innovation frontier

Next steps

A small working group of public- and private-sector stakeholders could be convened, including incumbents, fintechs and technology companies.

This effort could be modelled on a similar project by the US Chamber of Commerce this summer on Critical Infrastructure Protection, Information Sharing and Cybersecurity. NIST is also in the process of updating its Framework for Improving Critical Infrastructure Cybersecurity.

Key stakeholders could develop a set of best practices that would meet regulatory guidance, and offer practical steps to increase security. It will also be important for the group to consider the scope of the assessment and how it will be operationalized.
Conclusion

Addressing cyber-risk – and implementing the solutions described in this whitepaper – will require cooperation both within and across the public and private sectors. The framework illustrated here can also be used to develop further solutions as technology and innovation continue to transform the nature of cyber-risk.

The private sector will need to balance business needs with the benefits of coordination. This can in part be achieved by the solutions that have been described in this document around common cyber-risk metrics and cybersecurity assessments. Incumbents and fintechs will also need to learn from each other, balancing innovation with the ability to scale while protecting against common threats.

Public sector actors will need to collectively work to balance cyber-risk management and the freedom to innovate. Regulators should focus on coordinating regulations across geographies and industries, and ensure that regulations incentivize risk management rather than compliance. Finally, the public and private sectors will need to come together to build trust within the system. By working together, financial services companies and regulators can also help to support the adoption and scale of industry solutions.
Appendix

Solution descriptions

The full list of 19 cyber-risk solutions is described below. Each solution includes a brief overview of the proposed initiative, the challenge it was developed to address, and key impact and feasibility considerations. The solutions are grouped based on the nine solution categories identified in the document (e.g. cyber-risk lifecycle stage and implementations approach). They are strongly recommended for consideration by public- and private-sector actors across the financial services system.

Figure 6: Full list of solutions
### Principles

| System architecture design | 1. **System architecture reconfiguration**: Set of standards for embedding cyber-risk considerations when creating or restructuring IT systems |
|                           | - Challenge: Financial Services institutions’ system architecture may not have been optimally designed to ensure the security of the data within the system |
|                           | - Impact: More secure technology through consideration of cybersecurity as part of business requirements, design and development process |
|                           | - Feasibility: High degree of design/implementation barriers with potential for large up-front cost |

### Regulation

| Regulation of innovation process | 2. **Innovation control framework**: Framework to manage innovation-related cyber-risk as part of the product or service development process prior to launch in the market |
|                                | - Challenge: There is significant pressure to innovate within financial services, which can cause institutions to deprioritize cybersecurity considerations when bringing new products to market |
|                                | - Impact: Increased focus on cybersecurity impact throughout the innovation process |
|                                | - Feasibility: Applicable to all financial services players; however, there is potential for design/implementation barriers |

### Technical investment and transparency

| 3. **Cyber-risk metrics**: See description on page 11 |

### Data management improvements

| 4. **Data transparency**: Directive that requires informing customers what information is being collected and how it is being used, encouraging better data handling |
|                             | - Challenge: Customers typically have limited insight into the information being collected about them or how it is being used by corporations. Many companies also have limited understanding of how customer data is being stored and processed throughout the organization. |
|                             | - Impact: More transparency around use of sensitive data, but no direct impact on attack likelihood or severity |
|                             | - Feasibility: Applicable to all financial services players, but potential for design/implementation barriers |

| 5. **Education regulation**: Requirements for dedicated education programmes that encourage responsible data security practices by customers and employees |
|                             | - Challenge: Employees and customers represent an attack surface for cyber-criminals and can expose institutions to harm if compromised |
|                             | - Impact: Increased awareness around data security and the implications of data sharing |
|                             | - Feasibility: No major design/implementation barriers; cost-benefit dependent on stringency of regulation |

| 6. **Data tiering**: Data classification framework that differentiates protection requirements by level of sensitivity of the data |
|                             | - Challenge: Many institutions, especially multinationals, struggle to determine which data should be classified as sensitive data and thus better protected |
|                             | - Impact: Improved data security practices through differentiation of data protection requirements |
|                             | - Feasibility: Difficulty to design standards applicable to all financial services players; cost-benefit dependent on stringency of regulation |

| 7. **Appropriate data collection**: Standards limiting data collection scope for financial services firms, ensuring that only necessary financial information is collected |
|                             | - Challenge: Due to regulatory and business pressures, financial services institutions collect as much data on customers as possible, even though it might not all be required to provide services to customers |
|                             | - Impact: Reduced “attractiveness” of financial services data to cyber-attackers |
|                             | - Feasibility: High degree of design/implementation barriers |
| Containment and recovery procedure | 8. **Containment procedures**: Procedures outlining actions to be taken upon diagnosis of a data breach  
– Challenge: Institutions may not have clear action plans or “playbooks” to prevent further spread of a cyber-attack once systems have been compromised  
– Impact: Reduced cyber-attack severity, especially for less sophisticated players  
– Feasibility: No major design/implementation barriers; difficult to design procedures that are applicable to all financial services players |
|---|---|
| 9. **Restoration procedures**: Procedures outlining recovery actions to be taken after a data breach has been arrested  
– Challenge: Institutions may not have clear action plans or “playbooks” to ensure timely restoration of systems once a breach occurs  
– Impact: Faster recovery time post-cyber-attack, especially for less sophisticated players  
– Feasibility: No major design/implementation barriers; difficult to design procedures that are applicable to all financial services players |

| Partnership |
|---|---|
| Threat information sharing | 10. **Threat information sharing**: Centralized platform with shared industry resources commissioned to provide threat identification services  
– Challenge addressed: Competitive and business pressures prevent financial services players from collaborating effectively  
– Impact: Faster identification of potential cyber-threats and development of solutions  
– Feasibility: Applicable to all financial services players; difficult to define cross-border access/participation requirements; need for coordination between existing information sharing efforts; liability considerations |
| 11. **Hacking utility**: Regulation ensuring that technical debt is addressed through incentive schemes and/or industry requirements  
– Challenge: Companies are often not aware of weaknesses in their security systems, leaving them open for attack, and information on vulnerabilities may not be shared widely or rapidly enough  
– Impact: Faster identification of new cybersecurity vulnerabilities through coordinated efforts  
– Feasibility: Applicable to all financial services players; strict oversight and governance processes would be required for results sharing |
| **Collaborative industry capabilities** | **12. Industry certification utility:** Industry utility that offers a certification of companies that provide cybersecurity services to the financial services industry  
- Challenge: With the proliferation of cybersecurity firms, many financial services institutions struggle to identify the highest-quality offerings for these critical services  
- Impact: Transparent and independent quality assessment of cybersecurity services  
- Feasibility: Applicable to all financial services players; effect on innovation dependent on stringency of certification requirements |
| --- | --- |
|  | **13. Innovation incubator:** A centralized incubator, backed by financial services institutions, which promotes/supports start-ups innovating in the cybersecurity space  
- Challenge: Cyber-attackers are innovating very rapidly and it is difficult for institutions to innovate as quickly on cybersecurity  
- Impact: Increased pace of cybersecurity innovation and increased return on cybersecurity investments (i.e. minimizes duplicative efforts)  
- Feasibility: No major design/implementation barriers |
|  | **14. Cybersecurity assessment:** See description on page 11 |
|  | **15. Cybersecurity NGO:** Centralized non-profit entity, overseen by incumbents, to provide cybersecurity services for early-stage fintechs  
- Challenge: New market entrants often do not have the resources or expertise to practice effective cybersecurity and can represent the “weakest link” in the financial services system  
- Impact: Faster access to innovative products, services and technologies that incorporate cybersecurity considerations as part of the design  
- Feasibility: No major design/implementation barriers |
| **Contingent recovery arrangements** | **16. Contingent service arrangements:** Capabilities that allow financial institutions to provide services for their competitor’s customers in the event of an attack  
- Challenge: Financial institutions offer critical services to customers and may be unable to do so in the event of a severe cyber-attack  
- Impact: Increased operational stability during cyber-attacks, reducing monetary losses  
- Feasibility: Applicable to all financial services players; design/implementation barriers dependent on the scope of the arrangement and associated liabilities |
| **Centralized industry utilities** | **17. Cybersecurity ranking:** Independent entity that collects cybersecurity information and provides institutions with a cybersecurity ranking against its competitors  
- Challenge: Financial services industry players are not aware of how their cyber-resilience stacks up against their competitors  
- Impact: Consistent assessment and benchmarking of preparedness for cyber-attacks incentivizes higher level of cybersecurity across the financial services industry  
- Feasibility: High barrier to information sharing; risk of adverse effects (e.g. target of the weakest, bank run) if information is leaked to the public domain |
|  | **18. Information repository:** Central, cross-industry repository and guardian of sensitive customer data that provides access as a service to financial institutions  
- Challenge: Businesses collect and house large amounts of customer data, increasing concentration risk and attractiveness to attackers  
- Impact: Reduced “attractiveness” of financial services data to cyber-attackers  
- Feasibility: Potential resistance due to loss of customer data ownership; high degree of design and implementation difficulties; risk that repository could become a target for hackers |
|  | **19. Customer cyber-risk score:** A central utility that collects information about customers to assess customer cyber-risk, assigning a score similar to a credit score  
- Challenge: Customers represent an attack surface for cyber-criminals, both to perpetuate fraud (which can be costly) and carry out more damaging cyber-attacks  
- Impact: Increased awareness around data security and the implications of data sharing and ability of financial institutions to target cybersecurity efforts  
- Feasibility: Applicable to all financial services players; potential negative impact on access to financial services |
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